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Abstract

In this paper we present the advantages of Bluetooth to other WPAN technologies and try to answer the
guestion: why is Bluetooth a promising WPAN technology and lridge to wider networks. Finally we give a
method to design protocols which make the wide usahility possble with the help o patterns.
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1. Introduction

Nowadays it is important to get the important
information from everywhere as on as posshle.
The devices make it possble have to be designed to
be handheld and mohile. To accessthe information
these WPAN equipments have to conned to ather
devices or networks. One of the technologies
developed for wirdess $iort range ommunication
is Bluetooth. In the foll owing part we will seg why
is Bluetoath a very promising technology for this
kind of communications.

2. Why is Bluetooth so suitable for
WPAN ?

Communicate with help of RF signals has a lot of
advantages. We do not have to point our devices at
each other because the propagation of radio waves
is independent of diredion, even more RF signals
passes over non metal objects. That's why this part
of electromagnetic spedrum is ided for mohile
communication. We can take our mohile phone or
PDA into daher room without breaking the
connedion. It is one of the most important
properties of WPAN devices. Several different
technologies have been developed for short range
RF communication, for example Home RF, IEEE
80211 for WLAN and Bluetooth. Each of them has
its gedal environment and application optimized
for. Home RF, IEEE 802.11b and Bluetoath work
in the 2.4 GHz ISM band, that's why it doesn't need
any radio license to use them. It causes a big
problem: thisradio band isfull of signaswhich can
generate interference between communicating
devices. Bluetoath applies a quick frequency

hopping scheme to avoid interference by using
FHSS with anominal 1600 hops/sec spedl.

The ideal WPAN devices have another
important attribute; they are small enough tofitin a
pocket, they minimize power consumption and are
as cheap as posshle. Bluetooth sdtisfies these
criteria. Teling the truth, Bluetoath was designed
just for suiting for WPAN environment. It is proved
by the fact, that I|EEE accepted Bluetooth
spedfication for the base of his 80215 WPAN
standard. This will help Bluetoath become a leader
WPAN technology [1].

Besides it is gitable for WPAN devices,
Bluetooth has another advantage. This technology
not only replaces cables but is able to establish
networks. Bluetoath supports point to point and
point to multipoint connedions as well. One
Bluetooth network - a piconet - can be formed by
up to 8 devices. These piconets can be organized to
bigger network cdl ed scetternet.

3. Connedion with other networks

The system was designed to be able to work
together with extant network protocols just like the
popuar IP based TCP, UDP, WAP or objed
exchanging protocols (OBEX). We @n use
Bluetooth for voice only applications too. This co-
operation with large scale of applicationsisrealized
by L2CAP (Logical Link Control and Adaptation
Protocal). One of this protocol's servicesis protocol
multiplexing allowing dfferent protocols work over
Bluetooth. Figure 1 shows the Bluetooth protocol
stack [2]. We @n see the several upper layer
protocols over L2CAP.
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Figure 1. The Bluetooth protocol stack and profiles

Thanks L2CAP the point-to-point protocol (PPP),
mohil e and line Internet (WAP, IP), data exchange
protocols using client-server model with different
content type (OBEX, vCard, vCaendar, vNote,
vMessage) can run over the Bluetooth protocol
stack. We ae able to control modem and fax
devices also.

Anocther protocol called BNEP (Bluetocth
Network Encgpsulation Protocol) gives L2CAP the
ability to handle the common network protocals,
the same tha ae supported by Ethernet
encapsulation [3]. BNEP is stuated over L2CAP
too. These protocols widen the broad variety of
Bluetooth appli cations.

4. The wide scale of Bluetooth
applications

We @n see (Figure 2) that Bluetoath is an ided
WPAN technology to form ad-hoc networks and to
access remote networks (wired or wirelesg through
network access points. These properties make it
posshle to reach a remote host conneding to a
LAN or WAN easily using our persona device[4].
Thisway we @n get information up to date, we are
able to control real-time systems, the mohil e device
can work asamonitoring or alarming set.

Using Bluetoath for reaching another
devices or networks makes it posshle disabled

people to have spedal personalized interface as a
Bluetooth device to accessthe common computers
or other equipments for their work. Their PAN
devices have to be spedally designed, Bluetoath
can conned them to usual LANS.

To mention another application, to phone
over Bluetooth means to spare the st of the all if
we want to communicate with other person having
Bluetooth device placed in the aea of the
scatternet. We only have to pay for calls on bigger
distance which can be made eg. over GSM.

The key protocols make the wide usability
of Bluetooth red are: L2CAP and BNEP.

5. Bluetoath profiles

The Bluetooth developing group, the SIG
(Bluetooth Spedal Interest Group) determined
some basic profiles for Bluetooth. A profileis (one
or more) verticd dice in the protocol stack
describing the mandatory protocols and parameter
ranges for different user scenarios. Using these
profiles interoperability probems will  be
eliminated between Bluetooth devices of different
manufacturers.

The used protocols are application-
dependent, but the base Bluetooth protocols
(Bluetooth Radio, Baseband, LMP, L2CAP, SDP)
are used in every cases - excepting audio transfer,



s0 the implementations of the basic protocols are
reusable in dfferent use @ses applying different
parameters.

There ae four general profil es determined
covering the common user scenarios. (Figure 1.)
The Geneic Access Profile (GAP) handles
discovery and connedion establishment between
unconneded devices. It is a basic profile, every
Bluetooth device must support it.

The second defined profile is the Service
Discovery Application Profile (SDAP). It is
responsible for searching for spedfic or general
sarvices in the range of the Bluetoath unit. SDAP
re-uses parts of the GAP.
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The Seria Port Profile (SPH emulates
serid ports on two devices and conneds them with
Bluetooth. It is used in case of dia-up networks,
fax, headset or LAN access This profil e re-uses the
pattern of GAP too.

Finaly the Generic Object Exchange
Profile (GOEP) defines the protocols neeled for
applications uses object exchange. This kind of
profiles can be File Transfer Profile, Objedt Push
Profile or Synchronization Profile. GOEP uses
GAP and SPR so protocol enginea's, who work out
protocol stack for objed exchanging Bluetoath
devices, can re-use GAP and SPPimplementations.

In practice for every usage model thereis
one or more adaptable profile.

Related Bluetooth profiles
or protocols

Personal Area Networking Profile

Local Area Networking Profile

Bluetooth Network Encapsulation
Protocol

Figure 2. Bluetooth's role in interoperability between PANs, LANs and wider networks

5. Pattern based formal protocol design

There ae several applicaions to realize them
protocol engineers have to reuse these protocols
with modified pearameters. During the andyss
reusable patterns have to be deteded and designed
with the help of formal languages. This kind of
language is SDL, which was developed for
spedficating and describing distributed interactive
red-time systems [5]. It is siitable for realizing
protocols. The SDL description is hierarchical, it
increases the transparency of the design. In the first
step we have to build the model for the given
protocal. It is made by means of formal patterns, in
SDL this role is played by the packages. If we
design the patterns, we @n use them for different
use @ses by changing they parameters. It is very

effedive in case of protocols used for severa
different applications, like eg. L2ZCAP and BNEP.

SDL is a good choice beause SDL
description can be converted easily into final code
just like C, or we @n generate TTCN description
and test cases for the phase of test. With the help o
this family of formal languages (SDL, MSC for
sequence darts, TTCN and ASN.1 for abstract data
definition) the whole life drcle of protocal
development can be mvered.

With the hierarchy levels of SDL we can
differ the static and dynamic parts of the protocols:
the protocol system, the protocol entity and the
protocol behavior. If we determine the reusable
patterns of these levels, we can easily apply them
for different use @ses as we have seen it in the
sedion dealing with Bluetoath profiles. It makes it



easy to develop the variants of protocols smply
reusing the predefined pettern. This makes the
developing procedure dficient espedally for these
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